
 

 

Circle the numbers of activities that are unsafe: 
 

1. You create a password using your pet’s name and birth year. 

2. You tell your best friend your password so they can help you log in. 

3. A stranger sends you a friend request on an online game, and you accept it. 

4. You ask a parent before downloading a new app. 

5. You share your home address with someone you met online. 

6. You click on a pop-up that says, “Congratulations! You won a free phone!” 

7. You use a nickname instead of your real name on a gaming website. 

8. You post a photo of yourself wearing your school uniform on social media. 

9. You tell an adult if someone online asks for personal information. 

10. You open an email from an unknown sender that says: 

 “URGENT: Click this link now!” 

11. You ask a trusted adult if a website is safe before signing up. 

12. You use a strong password with letters, numbers, and symbols. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


